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Appendix A

Technical Proposal

Mandatory – 

This appendix must be completed with proposal.

A1.0 Introduction and Background

This Appendix consists of the ETF’s technical requirements, questions and requirements related to the vendor’s implementation plan (including data conversion).

Overview of the BPS Software

As stated in Section 1.0, the ETF has the following goals.  

· The ETF desires a BPS solution that results in the ability to carry out business functions with the lowest overall lifecycle cost with optimal efficiency.  

· The ETF prefers a flexible system with external business rules that is easy to maintain by the ETF. 

· The BPS will be intuitive and easy for business clients to use as well.  Data entry screens will flow efficiently and have embedded help screens.  

· The BPS will have one centralized database that is updated real-time with efficient response times.  

· The ETF wants a BPS that will be accessible to Annuitants via the Internet with minimal or no software application required to be installed on local workstations. 

· The BPS data will be secured to maintain the integrity of the data and prevent fraudulent access. 

The vendor in their proposal must address how their solution currently, or with customization, achieves these goals for the State of Wisconsin.

The ETF recognizes that there are some key objectives to be addressed in the BPS system to achieve the goals desired above.  In their proposal, the vendor should address and demonstrate via demonstration scripts and/or a prototype, how their system provides solutions for the following objectives:

· The system must allow real-time (i.e., instantaneous database update to master data) on-line entry.  This includes updates and edits to the BPS database, and error notifications.

· Look up codes and other reference data within BPS should be easily modifiable.

· System generated messages (e.g., error messages, edit error messages, and confirmation messages) must be clear and easily understood by non-technical users.

· The system must have the ability to produce reports while the database is available for on-line access.  Processing schedules must be designed carefully to ensure that batch activity can be completed within the batch window; batch activity, which could not complete in that time frame and must run during the daytime, and must have minimal affect on the performance of the on-line system.

· The system must be easily modifiable to accommodate changes in federal or state policy and procedures, processing time frames, or reporting requirements.

· To provide easy to use data entry screens with embedded help for all BPS business requirements.

· Use of Commercial Off-the-shelf Software (COTS) – In an effort to reduce lifecycle costs and improve system quality, Wisconsin ETF desires that the system make extensive use of COTS software products where possible. 

· Vendor independence – Wisconsin ETF has expressed a desire that the system be based on open technologies wherever possible to allow for runtime independence. (i.e. Provide the ability to switch operating system platforms or application servers if so desired.)

· Ease of maintenance – Wisconsin ETF operates in an environment where business rules change quickly and dramatically.  A specific goal is to make enhancements to the system easier while retaining a high degree of information quality in the system.

· Extensibility – The system must be built to support expansion beyond the current application domain, and should optimize the use of configurable components that can be replaced with little impact to existing components and services.

· Reliability – in opening access to key business functions to users over the web and other new service channels, ETF must ensure that business functions are consistently and reliably executed.  To support this goal, the system is to take advantage of clustering and fail-over capabilities.

· Modularity – given the varying rates of change within the ETF business environment, it is important that BPS is modular, allowing parts of the system to change independently of other, and more static parts of the system.  This requires a modular approach to design that insulates clients from the implementation details of the components they use.  Included in this is the need to avoid coupling of components through hard wiring of program interfaces and direct data access by external application clients. 

· The system vendor must submit, for state approval, a detailed disaster recovery plan and backup and contingency procedures that, at a minimum, meet both state and ETF security requirements.

Overview of ETF Technology Environment
ETF currently uses a centralized computer utility operated by the Department of Administration (DOA), Division of Enterprise Technology (DET), which utilizes mainframes running z/OS V2.14. For the BPS project DET is responsible for administering and maintaining the DB2 runtime software. ETF is responsible for database administration that includes but is not limited to creating new databases, tables or indexes, database back ups and SQL tuning,     

DET Overview (http://operations.state.wi.us/asx/)

DET provides hardware and system software services to government departments, and agencies of the State. These services are mainframe and server-based, and use standard IBM operating systems and host-based software. For more information regarding DET mainframe services please refer to the following Web site http://www.doa.state.wi.us/facts_view.asp?factid=79. The WEBS data is stored on the mainframe in a DB2 relational database. DET charges it customers for using the mainframe and other computing services. The vendors proposal needs to take into account the processing fees associated with the proposed solution and provide a means of keeping operation costs to a minimum. The DET rate structure can be found at the following Internet address http://www.doa.state.wi.us/docs_view2.asp?docid=872.  

The Wisconsin Employee Benefits System also known as WEBS is Employee Trust Funds' (ETF) information technology strategy and it encompasses the follow applications portfolio:

(1) Data Systems - information and business rules to administer State of Wisconsin employee benefits


Participant Subsystem


Employer Subsystem


Transaction Control Subsystem (TC)


Retirement Calculations Subsystem (Retcalcs)


Health Insurance and Complaint System (HICS)


Variable Participation System (VPS)

(2) Office Automation - technology packages to improve worker productivity


Word Processing


Spreadsheets


Local databases


Email

(3) Imaging and workflow - electronic documents and associated business rules


Mail/work processing and routing


Client data logging

(4) Telecommunications - transfer of information between people and systems


Internet/Intranet/Extranet


Voice response


Call Center

ETF has an existing technical environment, which is the preferred environment for either a custom or package solution. Alternatives to this environment will be accepted however the vendor must provide a detailed list of all hardware, software and operating system requirements with their proposed solution. The following outlines the preferred ETF technical environment:   


The preferred integrated development environment consists of:


PRIVATE 
Category
Vendor
Product Name
Development/

Implementation

Computing Platform

Development
IBM
WebSphere Studio Application Developer V5.1

  
Windows

Development


TBD
Third Party Security Solution


Windows/Unix(AIX) 

Development
Ehelp
RoboHelp
Windows/Unix(AIX) 

Development
GNU (Open Source)
CVS Code Repository
Linux 



Analysis & Design
IBM
R.U.P. Methodology (Rational Rose)


Windows 

Testing
RADVIEW
WebLOAD
Windows 

Testing
Mercury Interactive
WinRunner
Windows 

Testing
IBM
WebSphere Application Server
Unix(AIX) 

The preferred but not manadatory deployment environment consist of:

PRIVATE 
Category
Vendor
Product name
Development/

Implementation

Computing Platform

Software packaging
Apache
ANT Build Scripts
Windows/Unix(AIX)

Software distribution
Freeware
FTP/JACL
Windows/Unix(AIX)

Deployment
IBM
WebServer (IBM HTTP Server)
Windows/Unix(AIX)

Deployment
IBM
WebSphere Application Server V5.1 
Windows/Unix(AIX)

Deployment
IBM
DB2 for z/OS 7.1
z/OS

User Acceptance Testing
Microsoft

Netscape
IE 5.5 or higher browser

Navigator 4.6 or higher
Windows/Unix(AIX)


The preferred but not mandatory application architecture consists of:

Component
Product

Presentation (Web) Tier 
JSP, HTML, XML, Struts, Java Server Faces. 

Business (Application) Tier
Business Delegates via EJB’s,  simple Java Objects

Persistence (Date) Tier 
DAO, JDO, Hibernate 

Web Server
IBM HTTP (Apache) 

Application Server
WebSphere V5.1 or higher 

GUI
IE Explorer 5.5 or Navigator 4.6

Server Side Language
Java 1.4, EJB 2.0

Software Configuration Management
WebSphere Studio Application Developer V5.1 or higher  

Automated Testing Tools
WebLOAD, WinRunner

Data Modeling
ERWIN

Ehelp
RoboHelp

Methodology
Rational Unified Process 

Industry Standards
J2EE 1.3

Integrated Development Environment
WebSphere Studio Application Developer V5.1 or higher 

Content Management Tools
WebSphere Studio Application Developer V5.1 or higher 

Security
TBD

Protocol
HTTP, LDAP, HTTPS, FTP, TCP/IP

Esearch
Search Engine 

XML Tools
WebSphere Studio Application Developer V5.1 or higher 

Usability Guidelines
ADA 

Workflow
Step2000/MQ Series Workflow

Imaging
Content Manager V8.2 (IID)

Messaging
JMS/MQ Series

Reporting
AFP, Isis, IBM InfoPrint Server

The ETF currently owns and has trained staff of these products.

A2.0
Technical Proposal

Respond to each of the following questions concisely, yet completely.

A2.1
System Architecture and Operating System

Describe the system architecture (e.g., multi-tiered, web-based, thin client, fat client).  

State whether the system is Web-enabled and if it can be deployed over the Internet (e.g., via application server).

Specify the minimum browser and connectivity (i.e., speed) requirements.

Describe how your system architecture would guarantee availability according to Section 6.0 Performance Standards.

Describe your system’s ability to send or receive data real time, via ODBC, web service, XML or flat file format.

Describe your system’s ability to export data in a standard format such as XML.

What other base system software will be required (e.g., Apache, Oracle, Websphere)?  Include any 3rd party application software (e.g., Crystal Reports) with this answer.  

Describe the development environment and programming language(s) used within the proposed software. Please distinguish between the core product implementation and from the extension and/or customization method used to configure or create BPS?

A2.2
Hardware Resource Requirements

The following transaction volumes are available for the current Annuity System:

Number of Annuitant’s
Checks produced

Monthly 
Address Changes Monthly





123,090
98,139 ACH

24,960 Paper
544

Projected Increased in Processing

· 50% increase in the next 5 years; 

· 60% increase in years 6-10

Database Volume

· Database: Our existing WEBS database contains approximately 400 tables.

· The Benefit Payments System is expected to add approximately 200 additional tables, and change at least 200 of the existing tables.  

Describe any infrastructure requirements related to reporting (e.g., replicated database, separate reporting server).

Describe the approach to capacity planning. At a minimum, capacity-planning analysis must be performed in conjunction with the prototype, and must be revalidated upon acceptance testing and implementation of conversion data as necessary.

The system vendor must certify that the proposed processing configuration can accommodate a projected 60% increase, over the life of the application in payment processing, which includes, but is not limited to on-line transactions, batch processes and overall data base growth.

Describe how the system can run processes or events in batch mode with the ability to schedule dependencies with other processes or key system events.

A2.3
Security and Data Integrity

Explain how the system ensures that data integrity is protected from tampering (altering an actual transaction), forgery (creating fictitious transactions), or accidental changes (errors).  

Explain the methods and levels of application access security provided.

Explain how the system ensures that transactions are accurately received as they were sent and that information is not altered or lost by computer errors. 

Describe how the system handles interruption or errors during batch file integration.

Explain the technology used to provide secure Internet access to application servers (i.e. LDAP, HTTPS, SSL, etc.)  

Explain the encryption methodology employed for data transfers. 

Does the system provide data encryption for functions that import data electronically?  

Describe how your system handles data loss/recovery of individual or small batches of transactions.

Explain whether and how the system notifies the system administrator when definable thresholds (i.e., relative to capacity management) are exceeded.  
BPS must encompass physical security measures that meet state and federal standards and certification requirements.  Security measures have been established for all computer systems operated by the State to maintain the confidentiality of data and the security of information, hardware and software, and access. Information regarding State system security can be found at: 



http://enterprise.state.wi.us/static/strategic/sec.htm.  

The system vendor is responsible for using existing state system security to limit access and manipulation within BPS and its related systems. The state is currently in the final evaluation phase of selecting a third party security product. 

All health insurance information exchanged or processed needs to be in compliance with the Health Insurance Portability and Accountability Act (HIPAA). 

Security controls must exist at the different levels of system access and are to include the following controls. Explain in detail how these controls will be implemented in the proposed solution. 



A.
Screen/Function level security may be applied by:




(
Restricting users to a specific function(s).




(
Utilizing application code to limit screen access to specific users.



B.
Data element level security may be applied by:




(
Limiting user access to specific data fields.




(
Limiting ad-hoc user queries through security and "views."
A2.4
Technical Requirements

§A2.4 contains specific technical requirements questions that the vendor must answer.  The following legend describes the priorities that have been assigned to each of the questions by the ETF.   

Priorities:    


1. Mandatory (system must offer functionality for technical requirements and other key operational features).

2. Necessary (functionality is important for operations, but workarounds may be considered).

3. Desired (provides benefit for operations, but workarounds are acceptable).

4. Optional/Future (not currently needed or used in our current operations, but would be nice to have in the future).

The vendor must answer each of the requirements detailed in §A2.4. For each requirement, complete the Vendor Response column (and the Comment column if necessary) in the following manner:

Vendor Response:

Y.
Current version of software provides full functionality required.  This functionality is considered part of “base functionality” pricing in cost worksheets. 

C1. 
Current version provides functionality, but some configuration is necessary (e.g., configuration of reports and user defined fields).   This functionality must be considered part of base functionality pricing in cost worksheets and no additional customization costs will be required. 

C2. 
Current version provides partial functionality. Customizations of software (e.g., programming logic) are required and additional costs are required.  For example, we would assume that every system has a capability to add and maintain payment information of Annuitants.  However, we know that the payments system in Wisconsin is unique and might require a modification of existing code.  Vendors must provide an estimate of the number of hours to complete this type of customization in the “Comments Section” of this section of their proposal.  Hours must include both the vendor’s hours, and anticipated ETF hours required (e.g. Vendor-10 hrs / ETF-2 hrs)
C3.
Current version does not provide functionality required.  Custom development is required and additional costs are required.  For example, the system has no component for meeting a business requirement, such as integration with RectCalcs to allow a worker to access payment information.    The vendor would have to create such a module – from scratch.  Vendors must provide an estimate of the number of hours to complete this type of customization in the “Comments Section” of this section of their proposal. Hours must include both the vendor’s hours, and anticipated ETF hours required (e.g. Vendor-10 hrs / ETF-2 hrs)

Vendor responses to 3 and 4 priority options will not be part of the proposal evaluation.  Please see §6.1.

Req. #
Section
Requirement
Phase
Client Priority
Vendor Response
Vendor Comment

1 
General Guidelines and Principals
Please describe your approach to modularity in the following areas: business rules, data changes, UI, external interfaces, reports, etc.  In other words describe exactly how your system is architected?
1-7
2





2 
Development Environment
How does your system provide for an audit trail of all program code changes including date, times, version, workstation and author?
1
2





3 

Describe how your system utilizes a version control tool to: Maintain a control file which will provide a separate record for each revision or release of each module indicating the following:

Title and identifier of the module

Revision / Release number

Revision history (by date)

Project phase to which the module pertains

Narrative description of the module

Current status of the module version (Developed, In Review, Completed)

Add metadata of all modules under review to the control file (List of Review Staff, Date that responses from reviewers are due, date on which individual reviewers sent back their reviews)
1
2





4 

Describe how you use an industry standard methodology encompassing the software development lifecycle as the conceptual foundation for the Design of the Architecture; make available design artifacts for each logical tier for effective system design and implementation.
1
2





5 

Describe how you use Industry standard-compatible software engineering tools that allow for visual authoring development of architectural design and other phases of lifecycle.
1
2





6 

Describe how you use a centralized code repository to support a team development environment where application code is backed up and protected against loss or becoming corrupted
1
2





7 

Describe how your application software development includes recovery and re-start capabilities for events such as operator errors, data errors or hardware/software failures.
1
2





8 

Explain how your change control procedures for computer programs requires supervisory authorization before implementation.
1
2





9 

Describe how your change control procedures are used to validate system changes and they ensure that only authorized changes are made to the application software. Explain how the changes are fully tested, approved, migrated into production in a controlled manner and documented to provide an audit trail of all system maintenance.
1
2





10 

Describe how the testing of programs will be accomplished using test data as opposed to "live data?"

2





11 

Explain how the system will provide separate and distinct development and acceptance test environments in addition to the actual production environment.
1
2





12 
Platform and Operating Environment
Can the BPS software and all of its components be centrally managed (i.e., eliminating the need to install or maintain components of the software at the client levels)?
1
1





13 

Explain how the system can be updated on an ongoing basis to remain current within 12 months of the most recent release of the following:

· Database?

· Server operating system?

· Desktop operating system?

Explain how updates are included as part of the vendor proposal?
1
1





14 

Can the system use the following relational database?  

· DB2 for z/OS version 7


1
1





15 

Does your system include an ad hoc query facility?  If yes please explain how it works? 
1
3





16 

Does the system operate in at least one of the following server operating environments:

· Server 2003?

· Z/OS 1.4?

· Server 2000?

· AIX/Unix?

(Identify server in comments section.)
1
3

3

3

3

3



17 
Security Requirements
Does a message indicating an error has occurred get displayed on the user's screen when a security violation has occurred?
1
2





18 

Please describe how system utility programs are restricted to only those individuals deemed as authorized to execute them?
1
2





19 

Describe the system security procedures in place for the storage, retrieval, maintenance and control of data.
1
1





20 

Describe the override capability or the bypassing of data validation on editing problems and how it’s restricted to only supervisory personnel.
1
2





21 

Describe how the system generated overrides are automatically logged by the application so that actions can be analyzed for appropriateness and correctness?
1
2





22 
Application Architecture
Describe how the system’s web-enabled functions operate with ETF’s preferred technical environment.
3
2





23 

Are the system’s web enabled functions developed using ETF’s preferred technology:

· Java/J2EE

(Indicate the tool in the comments section.)
1
2





24 

Describe how the system’s web enabled functions adhere to the following preferred standards of the State:

· Layered/n-tiered application model to allow easy modification and re-use of application components.
1
2





25 

Describe how all the business rules can be maintained and used in ways that allow them to be easily updated by non-technical users.

(Give specific examples in the comments section.)
1
3





26 

Does the system deploy to a clustered application server environment? If so please explain how session state is maintained between servers.
1
2





27 

Describe the available API (Application Programming Interface) for integration across platforms and with variety of data (ODBC) and/or messaging (WebSphere MQ) standards. Note: data replication (import/export) is not an acceptable integration strategy. 
1
3





28 

Describe how the system can create and read data files in various layouts/formats. Please provide a list of all layouts/formats supported by the system.
1
1

 



29 

Describe how the system provides a means to securely transfer electronic information to and from 3rd party’s. Includes but not limited to the State of WI Controllers Office, US Bank, IRS, Social Security Administration, Department of Revenue, Minnesota Life Insurance and Department of Workforce Development.   
2-7
1





30 

Explain how the system can interface, integrate, and exchange data with a variety of systems, applications, and data repositories. Examples of internal systems, applications, and data repositories include the Wisconsin Employee Benefits System (WEBS), which is comprised of but not limited to the Health Insurance and Complaint Subsystem (HICS),  the Retirement Calculations Subsystem (RetCalcs) and the Transaction Control Subsystem (TC).  Examples of external systems, applications, and data repositories include the Internal Revenue Service, the Social Security Administration, and WiSMART, (the State’s accounting system).  It is important to note that for some benefit programs administered by the Department, ETF contracts with third-party vendors for the provision of services.  Some of these third-party vendors include CORE, Inc. and Minnesota Life Insurance Company.  In these cases, ETF may stipulate technical requirements for data exchange. See Section A3.3  Data Population Strategy and Conversion
1-7
2





31 

How are the interfaces and data exchanges  designed to eliminate manual efforts and intervention including data entry, re-entry of data, and transferring data via tape, diskette, FTP (File Transfer Protocol), e-mail attachment, etc.  Instead, automated data retrieval and updates must occur.  Implementation of this requirement should comply with the Department’s technical architecture (JDBC, Java, EJBs, JMS, etc.), and Sun Microsystems’ integration of XML.
1-7
2





32 

How does the system interface with the existing IBM Content Manager Imaging system in real time? 
6
1





33 

How does the system interface with the existing workflow system Step2000 by Worktiviti (http://www.worktiviti.com)? The solution for integration would be temporary or limited with respect to time until a different WF solution is implemented.
6
2





34 

How does the system interface with the existing Siebel V6 Call Center system in real time?
3
3





35 

How does the system design, create and produce reports and notices on demand and in batch mode?
1
1





36 

How does the system allow notices and reports to be produced or duplicated at various printer locations? 
1
2





37 

How does the system produce documents of “publication” quality? (e.g., variable fields must be compressed to allow a space or spaces at the end of a name).  
1
2





38 

Explain how the document generation process will allow for modification of documents and the inclusion of new documents?

Explain how the system is able to reproduce, notices, forms, or other documents generated through the system for any point in time at any point in time, and create a history of generation?

Describe the systems ability to print reports on a variety of paper sizes in portrait and/or landscape orientation.

Explain how the system will allow users to view reports on-line.
1
2





39 

If the vendor is proposing the replacement of the existing reporting system which uses Isis, AFP and InfoPrint Server, please include your plan to convert the existing AFP notices to the new reporting tool.





40 

Explain how the system is able to produce documents and/or mailing labels with addresses that meet current US Post Office standards; interact with Pitney Bowes Finalist V7.60 and National Change of Address.
1
2





41 

Describe how the system is able to produce mailing labels that adhere to current U.S. Post Office standards.

Explain what software your system can use to interface with bar codes.
1
2





42 

Describe how internet based screens will be developed to comply with State standards? The standards can be viewed at the following Web site.  http://enterprise.state.wi.us/home/standards/std302r.htm 
1
2





43 

How does the system provide on-line help functions for screens and specific data elements?
1
1





44 

Describe how the system maintains a history of data changes used to preserve the integrity of case activity and to provide adequate audit trails.
1
2





45 

Describe how the system records changes to critical data elements. The source of the data, the disposition of the data, the ID of the initiator of the change (user or system), and various dates associated with the change must be kept.  The historical changes must be accessible online.
1
2





46 

Describe how the system can produce reports of data changes and history maintenance actions.
1
2





47 
Operational Standards
How can the systems SQL be tuned for optimal performance? 
1
2





48 

How does the system support transaction level auditing and rollback/recovery to ensure internal integrity of all transactions? 
1
2





49 
Modifications
How does the system provide exit points for custom code to allow for taking advantage of future releases? 
1
1





50 

How often are new releases made available for upgrades?
1
2





51 

When performing upgrades how does the system guarantee backwards compatibility for all existing configurations and interfaces previously developed? 
1
1





52 

What system documentation will the vendor prepare?  
1
2





53 

Describe how system upgrades work, are they optional and not required. How long are release levels supported.
1
1





A3.3
Data Population Strategy and Conversion

Overview

The goal of the BPS conversion and clean up effort, is to load the BPS database’s DB2 tables with data from any repository, that is deemed necessary for the correct and successful functioning of the new system.  These repositories include, but may not be limited to, the following:

· Annuity File (flat file)

· Payment History (flat file)

· ALCC File (flat file)

· Payment File (flat file)

· Lump Sum Database (Paradox)

· §40.65 Duty Disability Database (MS Access)

· 1099R & 1042S Files with Correction Files (flat files)

· Inactive Annuity File (ETF must make determination on this)

Special subpopulations of annuitants/members have also been identified because their accounts may require special effort or contain unusual data.  These subpopulations include:

· 62.13s

· §40.65s

· QDRO Alternate Payees

· Rollover Accounts

· Deceased annuitants or Joint Survivors with SSN = 000000000 in C-Segment

· Beneficiaries of beneficiaries

· Conservation Wardens

Some conversion and clean up work has already been completed or is in-progress at this time.  This work has focused on:

1. Names

2. Addresses

3. Enroll annuitants in ACH whenever possible (some have paper checks mailed to banks)

4. Identify missing values

5. Identify fields no longer needed

6. Develop century-aware rules and logic for date conversion

7. Identify and correct IIC/Tax Exclusion amounts and codes

8. Identify edits

9. Execute edits

10. Design, build, and implement temporary DB2 tables to assist with clean up.  These tables are refreshed monthly as part of the Department’s check writing process.

Conversion from flat files, Access database, and Paradox, to DB2 must occur during the conversion phase of the project. The system vendor is responsible for converting all required source data.  The system vendor must develop a project plan to fully convert all source data and provide reconciliation plans for critical data elements.  A cost benefit analysis must be completed to determine the most efficient method of converting data, and acquiring missing data.  This plan and cost benefit analysis must detail all tasks, resources, start dates, end dates, contingencies, assumptions, and risks.  Clean up and conversion must be completed successfully prior to Parallel Run Test.  This plan and cost benefit analysis will be reviewed and approved by the State as a deliverable.

A3.3
Interfaces Overview

The Benefit Payment System will have the need to interface with other internal and external systems and customers/business partners via the Internet, the Call Center, reports, batch programs, CICS screens, data exchange/sharing, imaging, and workflow. To what extent and detail will be determined through the analysis and design portion of the project. The following graphic illustrates WEBS and its business partners under BPS with a one-person demographic database:
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